
Welcome to the 37th International Conference on ICT Systems 

Security and Privacy Protection (SEC 2022) Web site. The SEC 

conferences are a series of well-established international 

conferences on Security and Privacy. SEC is the flagship event of the 

International Federation for Information Processing (IFIP) Technical 

Committee 11 (TC-11).

The IFIP SEC conferences aim to bring together primarily 

researchers, but also practitioners from academia, industry and 

governmental institutions to elaborate and discuss IT Security and 

Privacy Challenges that we are facing today and will be facing in the 

future. We seek submissions from academia, industry, and 

government presenting novel research on all theoretical and 

practical aspects of security and privacy protection in ICT Systems.

Topics include but not limit to the followings:

Applied cryptography

Audit and risk analysis

Big data security and privacy

Cloud security and privacy

Critical infrastructure protection

Cyber-physical systems security

Data and applications security

Digital forensics

Human aspects of security and privacy

Identity management

Information security education

IFIPSEC 2022 – Call for Paper
The 37th International Conference on ICT Systems Security and Privacy Protection

Copenhagen, Denmark

13– 17 June, 2022

Important Dates

Paper submissions: 15 January, 2022

Author notification: 08 March, 2022

Camera-ready date: 01 April, 2022

Conference Dates: 13-17 June, 2022

https://ifipsec2022.compute.dtu.dk/

Organizing Committee

General Co-Chairs  

Christian, D. Jensen, DTU, Denmark

Simone Fischer-Hübner, Karlstad University, Sweden

Program Chair

Weizhi Meng, DTU, Denmark

Local Organizing Chair

Ann-Cathrin Dunker, DTU Denmark

Nicola Dragoni, DTU, Denmark

Web Chair,

Wei-Yang, DTU, Denmark

Paper Submission

Submitted papers must be original, unpublished, and not submitted to another conference or journal for

consideration. Accepted papers will be presented at the conference and included in the conference proceedings

published in the IFIP AICT series by Springer Science and Business Media.

All papers must be written in English. Submissions should be at most 16 pages long in total including references

and appendices. Submissions should not be anonymised. PC members are not required to read the appendices, so

the paper should be intelligible without them. Authors must follow the Springer LNCS formatting instructions. .

Contact us at: ifipsec2022@easychair.org.

Information security management

Information technology misuse and the law

Managing information security functions

Mobile security

Multilateral security

Network & distributed systems security

Pervasive systems security

Privacy protection and Privacy-by-design

Privacy-enhancing technologies

Surveillance and counter-surveillance

Trust management
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